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1	Overall description
3GPP TSG SA thanks GSMA OPG for your LSs to 3GPP WG SA2, 3GPP WG SA3 and 3GPP WG SA6. 
3GPP TSG SA would like to draw your attention to the conditions that 3GPP WG SA3 has identified below on exposing MSISDN to trusted AF in their LS in SP-240017 / S3-240834, which has been implemented by 3GPP WG SA2 in TS 23.502 in the attached CR:
"The AF is HPLMN or SNPN operator owned and operated within the operator domain and the AF does not re-expose the GPSI in MSISDN format outside the operator domain."
3GPP WG SA3 agreed that the UEID API can expose MSISDN to an authenticated and authorized AF, if the condition above is met and if the UDM/UDR is configured explicitly to allow this exposure for that subscriber to that AF.
3GPP WG SA3 would also like to give the feedback that potential security issues related with the usage of the API should be analysed for each use case separately.

2	Actions
To GSMA OPG:   
ACTION: 	3GPP TSG SA requests GSMA OPG to take the agreement above into consideration for further development of your related specifications.
3	Dates of next TSG SA meetings
SA#104			              18 - 21 June 2024	                                                  Shanghai, China
SA#105                                        10 - 13 September 2024                                                  Melbourne, Australia 
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